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Data Protection Policy 
updated April 21
	Policy information.  Registered with IOC on an annual recurring basis

	Organisation
	Jump jiggle and jive Franchisor

Jump jiggle and jive Franchisee individual business

	Scope of policy
	This policy applies to the limited company jump jiggle and jive and the individual franchise businesses owners.

Each jump jiggle and jive franchisee is responsible for their own data processing and protection and must register with the IOC
Small business registration fee is £40
https://ico.org.uk/registration/new


	Policy operational date
	Update April 2021 


	Policy prepared by
	Jump jiggle and jive limited 

	Policy review date
	Every 3 years 

	
	


PTO

	Introduction

	Purpose of policy
	· complying with the law

· following good practice

· protecting clients, staff and other individuals

· protecting the organisation



	Types of data


	Data we control. 
Service users contact details 

Names, addresses, telephone numbers, email addresses

Franchisee 
Names, addresses, telephone numbers, email addresses

Legal agreements, correspondences, financial business returns.

Suppliers 

Names, addresses, telephone numbers, email addresses

Employees
Names, addresses, telephone numbers, email addresses

Payroll, Human Resources files



	Policy statement
	We are commitment to:

· comply with both the law and good practice

· respect individuals’ rights

· be open and honest with individuals whose data is held

· provide training and support for staff who handle personal data, so that they can act confidently and consistently

· Notify the Information Commissioner voluntarily, even if this is not required

Please note the guidance from ICO on when breaches should be reported as this is one of the main changes from the current Data Protection Act and GDPR (https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/personal-data-breaches/) 

Please also note the information on individuals’ rights which is another key change (https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/) 



	Key risks
	The main risks within your organisation in two key areas:

· information about data getting into the wrong hands, through poor security or inappropriate disclosure of information





	Responsibilities

	The Board / Company Directors
	Jump jiggle and jive limited has the responsibility for ensuring that the company complies with its legal obligations.

Jump jiggle and jive franchisees have the responsibility for ensuring that their franchise business complies with its legal obligations.



	Data Protection Officer
	Jump jiggle and jive Franchisor 

Jump jiggle and jive Franchisee for their own business

Their responsibilities include:

· Reviewing Data Protection and related policies

· Advising other staff on tricky Data Protection issues

· Ensuring that Data Protection induction and training takes place

· Notification to the Information Commissions Office
· Handling subject access requests

· Approving unusual or controversial disclosures of personal data

· Approving contracts with Data Processors 


	Employees & Volunteers
	All staff and volunteers will be required to read, understand and accept any policies and procedures that relate to the personal data they may handle in the course of their work.  (From now on, where ‘employees’ is used, this includes both paid employees and volunteers.)



	Enforcement
	Penalties are for infringing the Data Protection 

Training and guidance and disciplinary if the infringement causes harm to the company / franchise business concerned




	Security    

	Setting security levels
	Make it very clear for our customers what purpose(s) the data you obtain from them is going to be used for.

We keep contact details because we need to be able to contact them about the services, they are using from us and to send them reminders, inform them of offers and discounts, and to keep in touch about up-and-coming events and services. 

	Security measures
	confidentiality level 
Service users.

contact details Parents, Schools, agencies, individuals
Names, addresses, telephone numbers, email addresses

Service user’s registration details and agreements 

We need to keep these with us to register payments and to have contact details accessible. 

These details will be held in a hard copy paper file and taken to each class if necessary, the register may also be on an excel register which is accessible using a password entry system.
If the hard copy paper file /excel file was to be lost of stolen the security risk to individuals would be low.

Suppliers. 

Names, addresses, telephone numbers, email addresses

These details are common knowledge and we need these accessible at all times. You can find these on our own address books and on the internet.  No additional security measures needed on handling this data
Franchise. 

Names, addresses, telephone numbers, email addresses

Legal agreements, correspondences, financial business returns.

The details of individual franchisees are kept at the jump jiggle and jive headquarters password protection on their database and hard copies are stored in a locked filing cabinet. 

Employees

Names, addresses, telephone numbers, email addresses

Payroll, Human Resources files

The details of individual employees and their contacts are kept at the jump jiggle and jive headquarters password protection on their database and hard copies are stored in a locked filing cabinet.
Payroll details are also stored securely by our Accountant Moore and Braniff. 





	Data recording and storage

	Accuracy
	We only ask for the data we need to run our services effectively such as name, email address, mobile number, age of child.   

	Updating
	If our customers’ details have changed, or are no longer needed for the purpose(s) we obtained them, we need to make sure that the obsolete details are securely deleted from the computer(s), and paper copies. 

	Retention periods
	We retain our service user contact details for 3 years. This is so we can mark children’s birthdays, and keep in contact with them via email and post while their child is under age 8 
If a service user does not want to be kept in contact, they can ask that we do not retain their details or opt out of the mailing received. 

	Archiving
	Historical photos and videos, are kept for advertising, training and development.  
Service user data is destroyed after 3 years of using our service


PTO

	Right of Access    

	Responsibility
	The Franchisor or Franchisee is responsible for ensuring that right of access requests is within the legal time limit which is one month


	Procedure for making request
	Right of access requests must be in writing.  
We will check the correct way of managing such a request should it ever arise. 

https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/right-of-access/ 



	Provision for verifying identity
	We will check the correct way of managing such a request should it ever arise. 

Where the person managing the access procedure does not know the individual personally there should be provision for checking their identity before handing over any information


	Charging
	We will not charge for an individual to have right of access the data we hold about them. 


	Procedure for granting access
	Right of access requests must be in writing.  

We will check the correct way of managing such a request should it ever arise. 

https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/right-of-access/ 





	Transparency

	Commitment
	Jump jiggle and jive limited and its Franchisees explain its commitment to ensuring that Data Subjects are aware that their data is being processed and used so that we can provide our services to them.  
· To contact them as service users.
· Reminders and updates

· Employee files and payroll details HR files 

Service users can exercise their rights in relation to the data we hold by declining to join our mailing list.  We need their contact details and consent signatures if they are joining one of our classes.  Service users, Franchisees, Employees can refer to our data protection policy is they wish to further rights of access. 



	Lawful Basis

	Underlying principles
	GDPR states you must record the lawful basis for the personal data you hold and you should set your basis for each Data Subject type here (https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/lawful-basis-for-processing/) 



	Opting out
	We give our service users the opportunity to opt out of their data being used to keep in contact with them for marketing purposes. 



	Employee training & Acceptance of responsibilities

	Induction
	All employees who have access to any kind of personal data will have their responsibilities outlined during their induction procedures


	Continuing training
	We raise Data Protection issues during employee training, team meetings, supervisions, as necessary or when a change in regulations occurs. 

	Procedure for staff signifying acceptance of policy
	This policy is accessible in the employee’s handbook. 

For more information, please visit the ICO website: https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/



Training PTO
Staff training Discussion points and then refer to our policy for guidance. 
Data must be used fairly and lawfully

1. The first principle basically requires you to make it very clear for your customers what purpose(s) the data you obtain from them is going to be used for. As long as the way in which you obtain the data is not misleading, or deceiving about the purpose of its intended usage, you won’t have problems. Make sure that the sign​up, payment, feedback, contact, or testimonial forms on your website, the surveys you conduct, your correspondence emails, etc., are in line with that requirement.

2. Data is obtained for limited purposes and is not processed for purposes other than those it was obtained

Let’s take some everyday scenarios to illustrate this point. For instance, if some customers signed ​up for your monthly newsletter on your website, you are not allowed to use their email addresses as a vehicle to help advertise your side projects. Or, don’t make up surveys requiring your customers to provide you with various personal details just to obtain extra email addresses you later want to send advertising and marketing content to.

3. Data must be adequate, relevant and not excessive

Say you want to create a sign​up form for your web ​design services. Asking for obvious details, such as name, email address, etc. are fine, but avoid including unnecessary, irrelevant, or intrusive questions about further sensitive personal details. For instance, asking for your customer’s date of birth would likely be irrelevant to your web ​design service.

4. Data must be accurate and updated

As much as it is possible, try to make sure that your customer database is updated on a regular basis. It won’t only help you comply with the Act, but your business will also benefit from it. For instance, it helps you prevent wasting time and money by sending out newsletters to an outdated email database, or personal messages to obsolete addresses. Your customers will also appreciate your efforts to maintain a tidy database as an essential element of your business
5. Data must not be kept for longer than is necessary

If some of your customers’ details have changed, or are no longer needed for the purpose(s) you obtained them, you need to make sure that the obsolete details are securely deleted from the computer(s), devices, or removable media you stored them on. For instance, if some customers have updated their billing address, credit card details, email addresses, or closed their accounts, you are required to arrange the destruction of the obsolete, or unneeded confidential details.

6. Data must be processed in accordance with your clients’ rights detailed in the Act

You need to make sure that your customers can avail of their rights, listed below, any time. They have the right to:

· Have access to a copy of the data you obtained and store about them

· Object to the way you process their data if they fear that you misused it, or didn’t keep it a private

· Say no to processing their data for direct marketing purposes

· Object to automated decision making using their data

· Change, erase, destroy, or block inaccurate data held about them

· File a compensation claim against you for damages you caused them by the breach of the Act

7. Appropriate technical and organisational measures are taken against unauthorised or unlawful processing of data, and against accidental loss, destruction and damage

The most important thing here is to make sure that you keep your clients’ data safe and secure with the most up-​to-​date software and hardware solutions possible. You should also educate yourself about the latest trends in privacy threats and protection. Here are some best practices:

· Stay in the know by regularly reading publications written by experts on privacy security

· Update your devices and software regularly to decrease the chances of security vulnerabilities

· Make sure you have advanced, regularly updated antivirus software installed on all the computers that handle customer data to keep hackers, viruses, malware, keyloggers etc., away from your files

· Encrypt your customers’ data with on​-the-​fly encryption software that lets you work with the encrypted files as if they were in plain text format

· If you access your customer database from other devices, such as tablets or smartphones, make sure those devices are protected

· Backup your customer database in case the computer that store it gets damaged, lost, or stolen

· Create a data breach response plan for dealing with the consequences of a possible breach

8. Data must not be transferred outside the UK without proper protection

If you need to transfer your clients’ data into countries outside of the EEA, it is your responsibility to arrange proper protection for that data, especially if that country does not maintain the level of data protection the Act requires. Let’s say you have a business partner in a country outside of the EEA. Assigning jobs to him requires you to send him contracts in emails that contain details of your customers. If that country does not have the same level of data legislation in place that the DPA requires, it is your sole responsibility to make sure that customer data sent to your foreign partner is properly protected during communications.
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Organisation Address



Trading names
Jump Jiggle and Jive Limited



Organisation Details



Companies House registration number: NI617323



Reference Number A8924032



44
Clonlee Drive



BT4 3DA



:



Belfast
Antrim



Organisation name Jump Jiggle And Jive Limited:



United Kingdom



Application Date 01 April 2021:
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Yes    No



Is your organisation a charity, does it have exempt charitable status? ¨ þ



Is your organisation a small occupational pension scheme? ¨ þ



Does your organisation have 10 members of staff or fewer? þ ¨



Did your organisation have a turnover of £632,000 or less in the last 
financial year?



¨ ¨



Does your organisation have 250 members of staff or fewer? ¨ ¨



Did your organisation have a turnover of £36 million or less in the last 
financial year?



¨ ¨



Tier assessment questionnaire



Additional information not published on the public register



Title: Mrs
First name: Amanda
Last name: McGall



Address:



Belfast



Clonlee Drive
44



BT4 3DA
Antrim



Email address: fun@jumpjiggleandjive.co.uk
Telephone number: 07977113490



Main contact details



End of Report
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